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§ 501.3 Procedure for responding to re-
quests regarding the existence of 
records pertaining to an individual. 

Any individual may submit a request 
to be notified whether a system of 
records, with respect to which the 
Commission has published a notice in 
the FEDERAL REGISTER, contains a 
record pertaining to him or her. Re-
quests may be made in writing to the 
Privacy Officer or by appearing in per-
son at the Commission offices located 
at 1625 I Street, NW., Room 307, Wash-
ington, DC 20006 between the hours of 
9:00 a.m. and 5:00 p.m. on any working 
day. Systems of records that are the 
subject of a request should be identi-
fied by reference to the system name 
designated in the Notice of Systems of 
Records published in the FEDERAL REG-
ISTER. In the event a system name is 
not known to the individual, a general 
request will suffice if it indicates rea-
sons for the belief that a record per-
taining to the named individual is 
maintained by the Commission. Re-
ceipt of inquiries submitted by mail 
will be acknowledged within 10 days of 
receipt (excluding Saturdays, Sundays, 
and legal public holidays) unless a re-
sponse can also be prepared and for-
warded to the individual within that 
time. 

§ 501.4 Requests for access—times, 
places and requirements for identi-
fication of individuals. 

Requests for access to a system of 
records pertaining to any individual 
may be made by that individual by 
mail addressed to the Privacy Officer, 
or by submitting a written request in 
person at the Commission offices lo-
cated at 1625 I Street, NW., Room 307, 
Washington, DC 20006, between the 
hours of 9 a.m. and 5 p.m. on any work-
ing day. Assistance in gaining access 
under this section, securing an amend-
ment or correction under § 501.6, or pre-
paring an appeal under §§ 501.5(d) and 
501.8 shall be provided by the Privacy 
Officer on request directed to the Com-
mission office. An individual appearing 
in person at the Commission offices 
will be granted immediate access to 
any records to which that individual is 
entitled under the Act upon satisfac-
tory proof of identity by means of a 
document bearing the individual’s pho-

tograph or signature. For requests 
made by mail, identification of the in-
dividual shall be adequate if estab-
lished by means of submitting a certifi-
cate of a notary public, or equivalent 
officer empowered to administer oaths, 
substantially in accord with the fol-
lowing: 

City of llllll County of 
lllllll: ss (Name of individual) who 
affixed (his) (her) signature below in my 
presence, came before me, a (Title), in the 
aforesaid County and State, this lll day 
of lll, 19l, and established (his)(her) iden-
tity to my satisfaction. 

My Commission expires lllllll. 

The certificate shall not be required, 
however, for written requests per-
taining to non-sensitive information or 
to information which would be required 
to be made available under the Free-
dom of Information Act. The Privacy 
Officer shall determine the adequacy of 
any proof of identity offered by an indi-
vidual. 

[41 FR 5, Jan. 2, 1976] 

§ 501.5 Disclosure of requested infor-
mation. 

(a) Upon request and satisfactory 
proof of identity, an individual appear-
ing at the Commission offices shall be 
given immediate access to and permis-
sion to review any record, contained in 
a system of records, pertaining to him 
or her, shall be allowed to have a per-
son of his/her choosing accompany him/ 
her, and shall be given a copy of all or 
any portion of the record. The indi-
vidual to which access is granted shall 
be required to sign a written statement 
authorizing the presence of the person 
who accompanies him or her, and au-
thorizing discussion of his or her 
record in the presence of the accom-
panying person. 

(b) Requests made by mail to the Pri-
vacy Officer at the Commission offices 
will be acknowledged within 10 days 
from date of receipt (excluding Satur-
days, Sundays, and legal public holi-
days). This acknowledgement shall ad-
vise the individual whether access to 
the record will be granted and, if access 
is granted, copies of such records shall 
be enclosed. 

(c) If the Privacy Officer initially de-
termines to deny access to all or any 
portion of a record, notice of denial 
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